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SI BiepBbIe mo3HakommiIcs ¢ Jlaypeniny Crimnks B 2022 1., KOria Mbl IUC-
TaHI[MOHHO paboTaau Hal Ipe3eHTanyeit Spring-One, 1 s GBI CUACTINB
HaKOHel] BCTPETUTBbCS C HUM JIMYHO Ha Devoxx 2023 B benbrun. MeHs
B3BOJIHOBaJIA ¥ 00pajioBaja ero mpocbba HammMcaTb 3TO MPEAVCIOBHE.
Sl HauHy C OTPBIBKA U3 KHUTU:

«Ecnu 8vl HenpasuipbHO hpumeHseme peiimeopk, mo noayuaeme
npunoxetue, Komopoe mpyoHo noddepxcusams. Ymo ewje xysxce,
uHO20a me, Ko He UCNoIb3yem (petiMeopK, CUUMarm, umo 3mo
8UHa ¢petimeopka».

3osoTsle ciioBa! 3a mocaeqHMe TOAbI ST HECKOIbKO Pa3 CIbIIIaT MHEHME
0 TOM, uTO Spring Security cji03keH [IJisI MOHUMAaHUS U MeeT CJIUIIKOM
KPYTYIO KpUBYI0 00yueHus. Tak 9TO WIM HET, eC/IM BbI ITOTPY3UTECH BO
BHYTpEeHHee yCTpOICTBO (ppeiiMBOpKa U MO-HACTOSIIEMY XOPOIIO pas-
6epeTech B apXUTEKType ayTeHTU(MKaLMM, Bbl HEBOJIBHO M3YyUNTE BO3-
MO’KHOCTM 3TOTO MOIIITHOTO MHCTPYMEHTA, i B KOHEUHOM UTOre BaM CTa-
HeT IPOIIle ero UCI0Jb30BaTh. ITA KHUTA MOTIaJIlaeT TOUHO B 11e/Ib U ]aeT
HaM JleTajbHOe OIMCaHMe apXUTEKTYpbl ayTeHTUdMKauum Spring Se-
curity ¢ MOMOIIbIO MPOCTHIX ¥ MOHSITHBIX AMarpaMmm, COITPOBOXKIaeMbIX
MTOPOOHBIMY OObSICHEHUSIMIM KasKIOTO 13 OCHOBHBIX KOMITOHEHTOB, KO-
TOpbIE B3aMMOJIEMCTBYIOT B IIPOIIecce ayTeHTUMUKAIINN.

Ha mportskeHnu Bceli KHUTM JlaypeHIIMY yMeIo MCIOMIb3yeT aHajo-
Uy, YTOOBI YIIPOCTUTb pacCMaTpMBaeMyio TeMy. MHe o4eHb HpPaBUTCS
aHaJIorus, TIpMBeIeHHas B IVIaBe IPO apXMUTEKTypy ayTeHTuUduKauum,
TOCKOJIbKY OHA XOPOMIO TepefaeT Uzaelo:

«Ecnu 8vl 3Haeme 3my apxumexkmypy, mo el NOXoxcu Ha weeg-
nosapa, Komopealili 3Haem ece uHzpeOUeHMbl HA KyXHE U MOXcem
npuzomosums 00601 peyenmy.

IOuarpaMMma B3aMMOMECTBUIA, MCIIONIb30BaHHAS /IS JeMOHCTpaL
Trpoliecca ayTeHTUGMKaLym, mpeBocxogHa. OHa 1aeT ob1ee TOHUMaHMe
MIOTOKA ayTeHTMU(UKAIMK U TIOAPOGHO OIMMChIBAET HAa3HAUEHME U 30HY
OTBETCTBEHHOCTM KaKIOTO 13 OCHOBHBIX KOMIIOHEHTOB I10 Mepe UTeHMsI
KHUTU.

IloBecTBOBaHME JIOTMYHO M IOC/IENOBATEIbHO HAUMHAETCS C OYEHb
MIPOCTHIX TIPMMEPOB U IUIABHO MEPEeXOauT K 6oJiee CJIOKHBIM, He Iepe-
rpy>kast YMTaTeNS.
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IMTocsie mogpPOGHOTO M3YUEHUST APXUTEKTYPbI ayTeHTUGUKAIMM aBTOP
MepexonUT K aBTOpu3aluu. S cpasy BCIIOMMHAIO BOMPOC, KOTOPbIiA Yac-
TO BCTpeYalo B COOOIIeCTBe pa3paboTuMKOB: «B ueM pasHuila MeEXIY
TOJTHOMOYMSIMM, POJIbIO U pa3pelleHneM?» Bbl moayumTe XOpOuInii oT-
BeT Ha 3TOT BOIPOC, TIOTOMY UTO B KHUTE JIaHbl OY€Hb ITPOCThIe peasib-
HbIe TIpUMepbI TOJTHOMOUMIA, pojielt M paspelleHnii, a Takke BapMaHThI
MX TIPUBSI3KY K TT0JIb30BaTeNIO. [lajsiee aBTOP AaeT o6Ie peKoMeHIalumu
110 MOJeNMPOBAHMIO TIOJTHOMOUMII B BallleM IPUIOKEHUM Ha OCHOBE J0-
CTYIHbIX QYHKIIMI U TUIIOB MOJIb30BaTeseli CUCTeMBbI. 3aTeM OH JeMOH-
CTpUpPYeT MpUMeHeHue OOIIMUX MPUHIIUIIOB Ha TPUMepe OIpeneaeHus
MpaBwWI aBTopu3alum B KoHuUrypauum Spring Security iJis orpaHuyeH-
HOT'O KOHTPOJIMPYEeMOTO0 JOCTYTIa.

Yactp IV oxsarsiBaer Tembl OAuth 2 u OpenID Connect 1.0. Habop
crienuduranmit OAuth 2 u OpenID Connect 1.0 oueHb 06IIMPEH, TOITO-
MY HOBMYKaM CJIO’KHO B TIOJIHO¥ Mepe MOHSTh X Ha3HaueHye ¥ BO3MOXK-
HOoCcTH. TeM He MeHee 3Ta KHUTA AAeT IMPEeBOCXOMHbBI 0630p OCHOBHBIX
MTOHSATUI (POJI, TUTIBI PEJOCTAaBIeHUs aBTOpM3aLyy, GopMaThl TOKe-
HOB JIOCTYTIA ¥ T. 1I.), OTIpeJieJIeHHbIX B CHeIMPUKAIMIX, M UX peannsa-
uu B Spring Security u Spring Authorization Server. § cornaceH c Tem,
yTo crienudukanyst OAuth 2 oueHb Moxoxka Ha CUCTeMY AOCTyTIa B oduc-
HOe 3[]aHle, T7le BaM HY)XKHa KapTa OrpaHMYeHHOTrO AOCTYIa, YTOOBI BO-
T B KOH(epeHI[-3a/ BHYTpU 3maHus. Ha mpuMepe 3TOro peaabHOTO
ciieHapust 6€30MaCHOCTY B KHUTE TTOKa3aHbl PA3IMUHbBIE YACTY CUCTEMbI
OAuth 2 u ux mpemHasHaueHMe. 3aTeM aBTOpP IMEPEXOAUT K MPOCTOMY
MpMMepy McIonb3oBaHus Spring Authorization Server BmecTe ¢ mop-
Iep>KKOJi KJIMeHTa 1 cepBepa pecypcoB Spring Security. ABTOp HauMHaeT
C TIPOCTENILINX IPUMEPOB, a 3aTeM IEMOHCTPUPYET ITPMMeHeHMEe KIVeH-
TOB TIpU peanu3alyy IpaB AOCTyIa pa3HOTO TMIa, HallpuMep Koja aB-
topusaiuu (¢ PKCE), yueTHBIX JaHHBIX KIMEHTA 1 OOHOBJIEHNST TOKEHA.
Hanee meMOHCTPUPYIOTCS 00OIIMe ClieHApUM KOHGUTYpaIu, HarpuMmep
HaCTpOJiKa Hepo3pauyHbIX TOKEHOB M MCII0/Jb30BaHMe MHTPOCIEKIINA
1 OT3bIBa TOKEHOB. Ha ciieyIolem Iiare rokasaHbl 60j1ee CJIOKHbIE Clle-
HapuyM HaCcTPOJVKM MHOTOIIO/NIb30BaTeNbCKOM apeH bl 151 CEPBEPOB pe-
CYpCOB.

[MoxBoIS UTOT, MOXKHO CKa3aTb, YTO 3TY KHUTY A,O/DKHBI IPOUNTATD BCE,
KTO XOUeT TUIATeIbHO M3YUUTh apXUTEKTypy ayTeHTudMKauuu Spring
Security 1 BHYTpeHHME KOMIIOHEHTbI GpeiiMBOpPKa, TOTOMY UTO TOTBKO
TaK Bbl CMOXETe B ITI0JTHOJ Mepe BOCII0/Ib30BaThCSI €r0 BO3MOKHOCTSIMU.

IDico Tparoxca,
uMxceHep no 6esonacHocmu Spring, VMware by Broadcom



BeedeHue

[Tytp pa3paboTumKa IMPOrpaMMHOTO obGecrieyeHusi — 3TO 3aXBaThIBAIO-
Ilee MepervieTeHre TBOPUECTBa, 0OyUeHMsI, TPerogaBaHusi, HO 4acTo —
nepeyuuBaHusi. Mosi kapbepa Hauasnach B 2007 r., 1 9 cam He 3aMeTuJ,
KaK M3 MPOCTOro pa3paboTumKa MpeBpaTuics B pa3paboTuMKa-HACTaB-
HuKa. XoTs1 06e posu MUMEIOT CBOe YHUKAIbHOE OYapoBaHue, UMEHHO UC-
KyCCTBO Tepeauy 3HaHMii, BOCITUTAHMSI TIOOOIBITCTBA Y HAOMIOAEHNS 3a
MOMEHTaMM 03apeHNsl y IPYTUX YUeHUKOB MT0-HACTOSIIIEMY 3a5KUTaeT BO
MHe oroHb. Ho maBaiiTe mocMoTpuM mpaBsze B I7a3a: cepbl pa3paboTKu
¥ 00y4eHMsI IIyOOKO IeperuieTeHbl. UToObI HeCTH (akesi, ocBemias IMyTh
IPYTVM, HYKHO CAMOMY XOPOIIIO pa3bMpaThCs B TOCTOSTHHO MEHSTIOIEM-
csl MMpe TIPUKIATHOTO MPOTrpaMMHOro obecrmevenus. C rogamu Ipu-
XOOUT SICHOe TIOHMMAaHMe: B TO BpeMs Kak GYHKI[MOHAIbHbIE aCTIeKThI
MIPOTPaMMHOTO 0becIieueHusI CTysKaT ero cepaieM, HeyHKIIMOHATbHbIE
aTpubyThl, TaKMe KaK 6€30MacHOCTb, MPOU3BOAUTENBHOCTD U yI06CTBO
OOCTY>KMBaHUSI, CTAHOBSITCSI €r0 CITacaTeIbHBIM KPYroM. Pa3zpaboTumky
mpoie 06HAPYKUTh U UCIIPAaBUTh OMIMOKY B Koje (QyHKIMM, yeM 6a-
paxTaThCsl B MYTHBIX BOAAX YSI3BUMOCTE 6€30MacHOCTY WM TaJeHUs
MIPOU3BOANUTENbHOCTU. HeyaMBUTENIBHO, UTO MHOTHME Pa3pabOTUMKH, He-
3aBUCMMO OT OIIbITA, YACTO UCIIBITHIBAIOT PACTEPSIHHOCTD, CTAIKMBASICh
C 9TUMM TTOGOUHBIMU CJIOKHOCTSIMI.

Be3onacHOCTb He MPOCTO BaskHA [JJIsT MPUJIOKEHUST — 3TO HEOCIIOpU-
MbIi UMIepaTuB. Spring Security sBsIeTCS IMIEPOM B OOIIMPHOI 06/1a-
cTy ppeitMBOPKOB 6€30ITaCHOCTH, YTO HEYAUBUTEIBHO, €C/IY YUUTHIBATH
MIMPOKOe pacrpocTpaHeHMe 1 HAAEXKHOCTh S9KOCUCTeMbI Spring B o6sia-
CTY KOPIIOPATUBHBIX IIpUIOKkeHNit. TeM He MeHee OCTaeTCsl OueBUIHAS
npobnema — KpyTasi KpuBasi 06yueHus: mpu ocBoeHuu Spring Security.
O6WIbHbBIE, HO PAa3PO3HEHHBIE PECYPCHI B CETU YaCTO BBIIVISIAST KaK Ky-
COYKM I1a3Jia, KOTOpble OTKa3bIBalOTCS CKIAJbIBAThCS B €NMHOE LeJioe,
YTO COMBAET C TOJIKY JTaske CAMBIX YIIOPHBIX YUEHNKOB.

VIMeHHO 3T IPO6eMbl B COUETaHUY C TIPMMepPaMi HEIPaBUIbHOTO
MJIU, UTO elle XyyKe, YI3BMMOTO MpUMeHeHus Spring Security u mooymu-
JIV MEHSI HaImycaTh IIepBOe U3AaHue JaHHO KHUTM. Mos 11e/1b 6blTa sICHA :
MTOKa3aTh ITyTEBOIHYIO 3BE3/Iy JTI060MY KeJallieMy OCBOUTh Spring Se-
curity, 6y[ib TO HOBMYOK WJIM OTIBITHBI IMTOKIOHHUK SPring.

Bo BTOpOM M3maHMM MBI INTyGOKO MTOrpy3mMmcest B Spring Security, pas-
MBIIJTSST 06 VMHHOBaALMSX, MBMEHEHUSIX U OIIbITe, HAKOIIJIEHHOM COO6-
IeCTBOM C MOMEHTA IepBOro U3gaHusl. S yimyqims To, 4To 6b110, f0ba-
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BWJI TO, Yero He ObIIO, U CHeJIal aKLeHT Ha TOM, UTO Hauboee akTyaabHO
cerofHs. 5 CKpeHHe HaJIel0Ch, UYTO BTOPOE M3haHue GyIeT He TPOCTO
T0JIe3HOV KHUTOM, HO M HAJIeSKHBIM CITYyTHMKOM Ha BallleM ITyTH K CO3-
IaHUIo0 6e30MacHbIX, HaJeXKHBIX TPUIoKeHMit. S mpeacTaBisi cebe aTy
KHUTY KaK Masik, KOTOPbIi TapaHTUPYET, YTO BbI HE TOJBKO CIKOHOMMUTE
BpeMs1, HO U GymeTe paboTaTh C YBEPEHHOCTHIO, 3HAsI, UTO Ballu IMPU-
JIOSKEHMS YCTOMUMBBI K MOCTOSTHHO MEHSIOMMMCS yrpo3aM LudpoBoii

cdepsl.



baazodapHocmu

Co3pmaHne 3TO KHUTY GbLIO YBJIEKATETbHBIM ITyTELIECTBMEM, B KOTOPOE
s1 He CMOT ObI OTIIPABUTHCS 6€3 KOMJIEKTMBHOM MYIPOCTH, MO PKKN
¥ OTThITA MHOYKECTBA MCKITIOUNTEIbHBIX JTIOJIEN 13 MOETO OKPYKeHMS.

IMpeskme Bcero cepaevHoe criacubo [JaHuasie, MOeil JkeHe U ITyTeBO/I -
HOI1 3Be31e. Ee MpoHMIIaTeIbHOCTD, TIOCTOSTHHAS TTOAIePsKKa 1 HETIOKO-
Jle6uMasi Bepa B MOU CUJIbI ChITPaI HEOLIEHVMYIO POJIb Ha MPOTSIKEHUN
BCEro MPOEeKTa.

CoTpymHUKM U3aaTeNbcTBa Manning, paboTaBiive Ham 3TOV KHUTOIA,
3aCTYKMBaAlOT 0c060ro yroMuHaHus. biaaromapst X MpUBEPsKeHHOCTY
CBOEMY JieJTy OHa oOpesia CBOM jyulliie KauecTBa. Cpeny HUX 51 XOTesT Obl
BBIPa3uUTh 0COOYIO MpU3HaATeIbHOCTh MapuHe Muxenc u XKany-®pancya
Mopeny. lx mpodeccrnonanusm, mogaepskka 1 6eciieHHble COBEThI 3HA-
YUTETHHO 060TaTWIN 3TY KHUTY.

CepaeuHast 6;1arogapHoOCTb Moeii mogpyre MoaHe I'é3 — TalaHTIMBOMY
XYIOKHMKY, CO3/IaBIIeMy MjUTocTpalu. Ee yMmeHMe mepeBOAUTb MOU
abCTpaKTHbIE MBICIM B BOCXUTUTEIbHbIE BMU3YyaJbHble 06pa3bl 10OABM-
JIO CTPaHUIIAM YHUKAJIbHOE OYapOBaHMe ¥ ITO3BOIMIIO UMTATENISIM HAlTH
TIOBOJI, IJIS Y/IBIOKM CPey TEXHUUECKUX TuarpaMM.

OTa KHUTa CTajia 3HAYMTEeIbHO JIy4llle 61aroaapst JOTOIIHOMY BHMUMa-
HUIO ¥ OT3bIBAM MHOTOUYMCIEHHbBIX pelieH3eHTOB. VX mpoHuIIaTeIbHbIe
M KOHCTPYKTMBHbBIE OT3bIBbI ChITPAjM BAXKHYIO POJb B YTOUHEHUU CO-
nepskanus. Ocobast 6;1arogapHOCTb IIpeJaHHbIM pelieH3eHTaM u3 Man-
ning: Amapmxuty bxanpany, Acudy Mkbany, Kosumo damuano Ilpere,
Ixkedbdy Yunbamcy, Jasumy Ackeposy, Iskactuny Paiizepy, JIynmsku Py-
6uHOo, MaHomKy Kymapy, Mapkycy I'esento, Mumenio Anayun, Myukasiio
Buctpemy, Maiikny ManeBy, Hamknby Apudy, Ilatpuky Baumkay, Pu-
vapny MeriHceny, Caunny XaHnuekapy, Cumeony Jleiizepsony u CUMOHY
CkBaIia, a Takske MOVM APY3bsIM, KOTOPbIE ITOAETUINCH CBOMM OITBITOM.

Haxkomer, crrtacn60 Moum Kojuteram B Endava: Baia mocTostHHAasT IO -
IepykKa, MIey ¥ Herokone6umast Bepa B MOV HAaUMHAHMS 3aCTaBJISIN
MeHSI IBUTaThCS Briepe. S moposKy Ballleii oaaepsKKOii ¥ IITyOOKO LeHI0
ee.

Bce, KTO IPUKOCHYJICS K 9TOMY IIPOEKTY, B OOIBIIOM 1 MaJIOM, TTOXKa-
JIyiicTa, 3HaiTe, YTO BAlll BKJAJ, CTJl OJHOV M3 HUTEN, U3 KOTOPBIX CO-
TKaH robejeH 3Toi Kauru. Cracu6o!



O6 amoli KHuze

BesomacHOCTh MMeeT MepBOCTeNIeHHOe 3HAueHMe B pa3paboTke Ipo-
IPaMMHOI0 O6ecrieueHus, ¥ OUeHb Ba’KHO IT03a60TUTHCS O Heli ¢ Iep-
BBIX IIAaTOB. Bo BTOpOM M3maHMM 3TOV KHUTY MbI TITyOOKO TOTPYsKaeMCst
B TEMATUKY MCIIONb30BaHMs Spring Security st o6ecrieuenmst 6e3omac-
HOCTM BallIMX IIPOEKTOB Ha ypOBHe MpwioxkeHuit. 3HaHMe Spring Security
M ero IpaBWIbHOE IIPUMeHeHMe HeO6X0AMMbI KaKIOMY pPa3paboTUuMKYy.
Vrny6nsiThest B pa3paboTKy MPUIOKEHMIT 6e3 3TUX 3HaHWI — CIUIITKOM
OOJIBILOI PUCK.

Komy cnedyem npoyumams smy kHu2y?

JTa KHMTa ajjpecoBaHa pa3pabOTYMKaM, MCIOIb3YIOMUM (GpeiiMBOpPK
Spring 1151 KOpIOPATUBHBIX TPUIOKeHU . XOTS S afanTUPOBaJI 3TY KHU-
Ty 1)1 HaUMHAIOIIMX OCBauBaTh Spring Security, uMTaresio motpedyeTcs
6a3oBoe 3HaHMe (peitMBOpKa Spring, BKIOUast

MCIIONb30BaHMe KOHTEeKCTa Spring;
co3IaHye KOHeuHbIX ToueK REST;
paboTy ¢ UCTOYHMKAMU JAHHBIX.

ImaBa 15 mocBsimeHa KoHQUTypanuu 6e30TMacHOCTM PEeaKTUBHBIX
npuwioxkenuii. CliefoBaTenbHO, Ilepell IPOUYTEeHMEM 3TOJ IJIaBbl BaKHO
MMETb TPEJICTABIEHNE O PEAKTUBHBIX MPUIOKEHUSIX U UX pa3paboTKe
C UCTob30BaHueM Spring. [To Mepe HeO6XOAMMOCTH 51 GyAy MpeAJiaraTh
BaM CCBUIKM Ha JOIOJIHUTEIbHbIE PECYPCHI [Jis 3aKpeIUIeHUsl WIN [10-
MTOJTHEHVST HEOOXOAMMBIX TEM.

Bce nipumepsl B 3TOM KHUTe HaNMCaHbl HA Java. YUUTBIBAS MOIYJISIP-
HOCTb Java B 3KOCHUCTeMe Spring, mpeAarosaraeTcs, YTo YUTATeaN yKe
VMIMEIOT IPaKTMUUYeCKye HaBbIKY IIPOrpaMMMpPOBaHMs Ha 9TOM si3bike. Ho
TPV SKeJIAaHUM BCe MPUMephbl MOXKHO 6e3 TpyZa afanTiPoBaTh K MPOrpam-
mupoBaHuio Ha Kotlin.

Eciu BBI 4yBCTBYeTE, YTO BaM HY>KHO OCBEXKUTD B TaMSTH Oa30BbIe 3HA-
HUS TIepefi HaYaJIoM PaboThI C 3TOI KHUTOIA, S HACTOSTENHHO PEKOMEH-
ITYI0 TIPOYMTATh eIlle OAHY MOIO KHUTY — «Spring 6bicTpo» (Intep, 2023).

Kak opzanu3zoeana sma KHuza

I co3man 9Ty KHUTY, UTOOBI TO3HAKOMUTD Bac C OBIIMPHO 9KOCUCTEMOT
Spring Security, oT dyHIaMeHTaJIbHBIX TOHSITUI 10 TPOABUHYTHIX TIPU-
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06 3Toi KHUre

eMOB paboThl. Kaskmas yacTh KHUTHM €CTeCTBEHHBIM 00pa3oM IepeTeka-
eT B CJIeMYIOIIYIO, Iefiast Balll My Th MOC/Ae0BATETbHBIM 1 KOM(DOPTHBIM.
KHura cOCTOUT U3 CIeAYIONINX YacTe:

YacTts I. 3HakKOMCTBO ¢ Spring Security
B 9TOii yacTu s MO3HAKOMJIKO Bac C COBPEMEHHBIM JaHAIadToM
6e3oracHoOCTH 1 Spring Security. Mbl 3aJI05KMM OCHOBY [JIsI TajibHe -
IIEr0 M3YYEeHMsI, 00CYIB KII0UEBYIO POJIb 6€30ITaCHOCTY B CETOHSIIII-
HIOI0 IIM(POBYIO 3M0XY U TO, Kak Spring Security pertaer 3Ty 3amauy.

Yacrs II. HacTpoiika ayTeHTUdUKaUn
3mech MBI IOIPY3MMCS B JeTa/IM TIpoliecca ayTeHTuduKanym. I pac-
CKaXXy O TaKMX Ba)KHBIX TeMaX, KakK yIpaBjieHMe T0Jb30BaTeasIMMU,
MIPOTOKOJBI MapoJiell, pemanias pojib GUIBTPOB B O€30MaCHOCTU
BeO-IPWIOKEHUI 1 peanusalius ayTeHTUQUKaIn.

YacrTs III. HacTpoiika aBTOpU3auun
Ilanee MblI IepeiiieM OT ayTeHTU(GUKALIMK K aBTOPU3aLyu. BmecTe MbI
paccMOTpUM aBTOPU3ALMI0 HA YPOBHE KOHEUHBIX TOUEK, MEePhI 3all/-
ThbI OT Takux yrpo3, kak CSRF, u ynpasnenne CORS, a Takke nsyuum
60Jiee CJIOKHYIO aBTOPU3ALNIO ¥ GUIbTPAIIMIO Ha YPOBHE METOMOB.

YacTts IV. Peanmuzanusa OAuth 2 u OpenID Connect
B aToit wactu g nipoBemy Bac o mupy OAuth 2 u OpenID Connect.
Bbl y3HaeTe 06 ux 3HaueHUM U HacTpoute cepBepsl OAuth 2, cepse-
PbI PECYPCOB ¥ KIIMEHTOB, TEM CAMbIM YKPEITB 6€30ITacHOCTh Balllero
TIPWIOXKEHUSI.

YacTts V. Ilepexon, K peaKTMBHOMY IIPOrpaMMMUPOBaHUIO
371ech 51 TO3HAKOMIJIIO BAC C [1apaJiurMoii peakTMBHOI'0 IIPOrpaMMuUpO-
BaHMS, MOAPOOHO OMMCaB, KaK 3alIUTUTb PeaKTUBHbIE MMPUIOKEHNS,
YyTO6BI BbI MOIJIM TAPAHTUPOBATh, UTO Balllii ACMHXPOHHbIE OIepaln
OCTaHYTCS 3alUIIEHHBIMY OT HECAHKI[MOHMPOBAHHOTO JOCTYTIA.

Yacts VI. TecTupoBaHue KOHPUrypaimii 6e30macHOCTHA
q oTMeuaro U OOGBSICHSI0 HEOOXOOMMOCTb TECTUPOBAHMS Tepen pas-
BepThiBaHMEM. Mbl paCCMOTPUM pasIMUHbIe METOIbI TECTUPOBAHNS,
MO3BOJISIONIMEe YOeIUThCS, UTO Ballli KOHMOUTypauuyu 6e30MacHOCTH
(OYHKIMOHUPYIOT TOYHO TaK, KaK 3ayMaHO.

IIpunoskeHus
[TpunoskeHMs coepskaT CChbIKM Ha pecypchbl ouiIMaabHOM JOKYMEH-
TalMy U CIIUCKU JTUTEPATYPBhI 151 OTIOTHUTEIbHOTO UTEHMSI.

XoT4 g 3afymMaJll 5Ty KHUTY Kak I10CIeL0BaTe/IbHOCTh B3aMIMOCBSI3aH-
HBIX TeM, YNTATEJIN, MMEIOIIyie HEKOTOPbIi OIbIT paboThl ¢ Spring Secu-
rity, MOTYT cpa3y nepeiTy K MHTepecyoIuM ux riaBam. OgHako uMmerite
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B BUJY, UTO 3TU IVIaBbl MOTYT ONMPAThCS Ha COLEP>KaHMe MpenbIAyIInx
rnaB. Eciu BBI yoke 3HAKOMBI C OCHOBaMM Spring Security, momnpo6yiite
HauvaTb ¢ yacty 11 v IV it usyuenust ocHoB OAuth 2 1 OpenlID. Ecin
Bbl MHTEpeCcyeTeCh PeaKTMBHBIM ITPOTPaMMMPOBaHMEM, MOXKETE Cpasy
rnepeiT K yactu V.

He3aBucumo OT TOro, C 4ero Bbl HAUHETE, YOeAUTECh, UTO TIOTHOCTHIO
YCBOWJIM TEKYIIIYIO TEMY, ITPesKe ueM IepexonTh K caedyloleil riase.

O npumepax Kooa

B oroii KHUre mpencTaBieHo 6ojiee 70 MPOEKTOB, HAJ, KOTOPBIMM MbI
6ymem paboTaTh, HAUMHAS C I71aBbl 2 U OO miaBbl 18. [Ipu pabore Ham
KOHKPETHBIM IPMMEPOM $I YIIOMMHAI0 Ha3BaHME IPOEKTa, KOTOPBIi
peanusyet npumep. I peKOMEHIYI0 BaM IOMPOOOBAaTh HAMMCATL CBO
COOCTBEHHBIIT TIPUMep C HYJIS B COOTBETCTBUM C OObSICHEHUSIMM B KHMU-
re, a 3aTe€M BOCITOJIb30BaThCs IPMMEPOM TOJIbKO JIJIS CPAaBHEHMST BAIIIEro
peleHus ¢ MoMM. Takoi1 oaAxo ITOMOYKET BaM JIydIlle TTOHSITh KOHGUTY-
pauuy 6e30macHOCTHM, KOTOPbIe BbI M3yUaeTe.

Kaskaplit 13 IPOEKTOB CO3[aH C MOMOIIbI0 Maven, UTO YIIPOIIAeT UX
uMItopT B y1r06y10 IDE. /17151 pa3paboTKy ITPOEKTOB s 1croab3oBait Intelli]
IDEA, HO BBl MOXKeTe OTKPBIBATh 1 3ammyckaTh ux B Eclipse, STS, NetBeans
MU JII060J1 IpyToii cpene pa3paboTKy 1o BaliemMy BbiOopy. IIpuioxkeHne
ITOMOJKET BaM OCBEKUTDb 3HAHMS O TOM, KaK CO3[IaTh ITPOeKT Spring Boot.

OTa KHUTa COHEPSKUT MHOXKECTBO HPUMEPOB MCXOJHOTO KOAa Kak
B BUE OTJEeTbHBIX JIMCTUHTOB, TAK X B TEKCTE. B 060UX CIydassx MCXO[-
HBbIIl KOp BbimeneH MpubTOM (GUKCUPOBAHHON MMPUHBL. Bo MHOTMX
CTy4yasix MCXOMHbBIN Kop 6bUT mepedopMaTupoBaH; B HEro J06aBIeHbI
IIepeHOCHI CTPOK U M3MEHEHbBI OTCTYIIBI [IJIST ONITUMAJIbHOTO Pa3sMeleHMsI
Ha CTpaHuIle KHUTU. B penkux cIydasx MMPUHbI CTPaHUIIbI ObIIO Heo-
CTaTOYHO, ¥ B JIMCTUHTU TIPUIIIOCH JOOaBUTh MapKepbl MPOMOKEHMS
cTpoku (=). Kpome TOr0, 13 IMCTMUHTA yaadeHbl KOMMEHTapUu, eCJI UC-
XOIHBIM KO, OMycaH B TeKcTe. MHOTME JTUCTUHIY COMTPOBOKAAIOTCS I10-
SICHEHUSIMMU K KOJIY.

BbI MOKeTe CKOITMPOBATD UCIOHSIeMbIe hparMeHThI Koga 13 liveBook
(OHJIAliH-BepCcuM 3TOV KHUTM) TT10 agpecy https://livebook.manning.com/
book/spring-security-in-action-second-edition. ITosHbIi KO, IpUMEPOB
pasMelleH B GaiiJIoBOM apxyBe MepeBoia KHUTY Ha caiiTe M3JaTeIbCTBa
«IMK ITpecc».

Om3biebl U NoXenaHus

MpI Bcerpa pagbl OT3bIBAM HAIlMX YMTaTeNei. PacCKakuTe Ham, UTO Bbl
IymaeTe 00 3TOi KHUre — UTO MOHPABMIOCh WUJIM, MOKET OBbITh, HE T10-
HpaBMI0Ch. OT3BIBBI BaXKHBI JIJISI HAC, YTOOBI BBIITYCKATh KHUTY, KOTOPbIE
OymyT 1151 BAC MaKCUMMAaJIbHO ITOJIE€3HBI.


https://livebook.manning.com/book/spring-security-in-action-second-edition
https://livebook.manning.com/book/spring-security-in-action-second-edition
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Bbl MokeTe HamyucaTh OT3bIB Ha HamieMm caiite www.dmkpress.com,
3aliIs Ha CTPaHMIY KHUTY M OCTaBUB KOMMeHTapuii B pasnene «OT3bI-
BBI U pelleH3un». Takke MOKHO IOC/IaTh IMMChMO IJIABHOMY PeIakToOpy
o agpecy dmkpress@gmail.com; mpyu 9TOM yKaskuTe Ha3BaHME KHUTU
B T€Me MUChbMa.

Eciu BbI SIBISIETECH SKCIIEPTOM B KaKOM-I1M60 06/1aCTV M 3aMHTEPECO-
BaHbI B HallMCaHMUM HOBOJ KHUTH, 3aII0JHMUTE (POpMYy Ha HallleM caiiTe
no azpecy http://dmkpress.com/authors/publish book/ nin Hanuimre
B M3JaTeJIbCTBO M0 afgpecy dmkpress@gmail.com.

Cnucok oneyamok

XOTs MbI TIPUHSUIM BCE BO3MOXKHBIE MEPBI [IJIs1 TOTO, UTOObI 06€eCIIeUnTh
BBICOKOE KAyeCTBO HAIIMX TEKCTOB, OIIMOKM BCE PaBHO CIIyYaroOTCS.
Ectu Bbl HalifieTe OomMOKY B OJHOM M3 HallMX KHUT, MbI GyIeM O4YeHb
671aromapHbI, €CIM Bl COOOINTE O Hell IIaBHOMY PeIaKTOopy I0 agpecy
dmkpress@gmail.com. CoenaB 310, BbI M36aBUTe APYTUX YMTATEE OT
HEJOTIOHMMAaHMS ¥ TTOMOXKETe HaM YIYUIIUTh MOCAeayIolye U3oaHus
3TOM KHUTU.

HapyweHnue asmopckux npas

[MnpaTCTBO B MHTEPHETE IMO-IIPEeKHEMY OCTAETCST HACYIIHO ITPO6IeMOVA.
NspartenbcrBa «IMK Ipecc»  Manning Publications oueHb cepbe3HO OT-
HOCSITCSI K BOITPOCAM 3alllMThl aBTOPCKUX IIPaB U IULeH3MPOBaHMs. Ecin
BbI CTOJIKHETECh B MHTEPHETE C He3aKOHHOI My6mMKaIuein Kakoi-16o
M3 HAIMX KHUT, TOKaJTyiiCTa, MPUIIUIATE HaM CChUIKY Ha MHTEepHEeT-pe-
CYpPC, YTOOBI MbI MOTJIY IPUMEHNUTH CAHKIUMA.

CCBUIKY Ha MTO03pUTEeTbHbIE MaTePUaIbl MOXKHO IIPUCIATH I10 afpecy
3JIeKTPOHHO¥ mouThl dmkpress@gmail.com.

MBI BBICOKO LIEHMM JII0OYI0 ITOMOIIb I10 3aIIMTe HAIIMX aBTOPOB, OJ1a-
romapsi KOTOPOi MbI MOKEM IIPEIOCTaB/ISATh BaM KaueCTBeHHbIe MaTe-
pHUaIbl.
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